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• För många verksamheter är det avgörande att vissa delar av 
företagets information förblir skyddad. 

• Riskanalyser innehåller ofta – men inte alltid – känsliga uppgifter 
som kräver särskild hantering.

• Riskmanager AI för Windows erbjuder en säker och krypterad 
miljö, både i vila och under överföring. AI-tjänsterna körs via en 
anonym server för att garantera dataintegritet och konfidentialitet
för dina AI-frågor.

• Den lokalt installerade riskdatabasen är krypterad, liksom alla 
automatiskt genererade PowerPoint-presentationer, PDF-rapporter 
och diagram. Detta säkerställer högsta möjliga skydd vid intern 
och extern distribution. 

• Vid behov kan du konsolidera dina krypterade analyser via 
krypterad överföring till en huvuddatabas för centraliserad och 
säker riskhantering.  

Säkert riskarbete
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• CMMI står för Capability Maturity
Model Integration och är ett ramverk 
för att förbättra och utvärdera 
organisationers processer.

• Metoden hjälper organisationer att:

• Bedöma hur mogna och effektiva 
deras processer är 

• Identifiera områden för förbättring

• Uppnå konsekventa och förutsägbara 
resultat

• Med CMMI skapar du struktur och 
kvalitet i ditt riskarbete

•

Systemet använder CMMI



• Systemet har automatiska 
bedömningskriterier för att bedöma:

• Mognad (CMMI)

• och

• konsekvens

Automatiska 
bedömningskriterier
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• Systemet ger dej möjlighet att 
anonymt skapa risker för mycket 
specifika behov.

• Exempelvis:

• Cyberrisker inom självkörande bilar 
för att skydda passagerare

AI-genererade risker



• Systemet kan även automatiskt 
via AI generera:

• Konsekvenser

• och

• Åtgärder

• för dina risker

Konsekvenser och åtgärder
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• Systemet använder Alg100 vilket är 
en algoritm som används vid 
riskanalys för att beräkna bristvärdet. 

• Algoritmen genererar bristvärden 
mellan 1-100 vilket ger en tydligare 
visuell bild över vilka risker som 
innebär allvarliga hot för 
verksamheten. 

Alg100
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Arbetsflöde för CMMI metod och system 

Identifiera alt.
AI-generera 

risker

Identifiera alt. 
AI-generera

konsekvenser

Bedöma 
konsekvenser
(sätta värde)

Bedöma mognad
(sätta värde)

Bestäm alt.
AI-generera åtgärder

utefter bristvärde

Bestämma:
riskägare

datum klart
aktuell status

Följa upp,
revidera
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• Du kan distribuera valda risker eller automatiskt skapade 
riskrapporter krypterat och skyddat.

Distribuera och 
kommunicera risker
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• Riskvärde byts ut mot ett Bristvärde med 
CMMI och Alg100 i modellen

• |                            Alg100                             |

• | Mognad * Konsekvens = Bristvärde (Brist) |

• Skala 1-100 (Bristvärde)         Brist

• Bristvärde      1–5  = Försumbar

• Bristvärde      6-24 = Måttlig

• Bristvärde     25-35 = Betydande

• Bristvärde   35-100 = Allvarlig

Automatiska tydliga diagram 



Försumbar Måttlig Betydande AllvarligCMMI Brist:



Saknad Påbörjad Formaliserad Ombesörjd Optimerad
CMMI mognad:
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Ta ditt riskarbete till en 
nästa nivå!

Oavsett om du jobbar med för 
risker inom: 

- industri
- vård och omsorg
- cybersäkerhet  
- myndighetsutövning
- klimat
- forskning

eller något annat, så hjälper 
Riskmanager for Windows dej att 
få kontroll över dina risker. 
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